**Fortinet ogłosił wyniki finansowe za pierwszy kwartał 2024 roku**

**[Warszawa, 14.05.2024]** [**Fortinet**](https://www.fortinet.com/?utm_source=website&utm_medium=pr&utm_campaign=fortinet)**, globalny lider cyberbezpieczeństwa, który dąży do konwergencji sieci i rozwiązań ochronnych, przedstawił wyniki finansowe za pierwszy kwartał 2024 roku, który zakończył się 31 marca.**

**Pierwszy kwartał 2024 roku**

* Przychody: 1,35 mld USD, wzrost o 7% (rok do roku)
* Przychody z tytułu usług: 944 mln USD, wzrost o 24% (rok do roku)
* Marża operacyjna GAAP: 23,7%
* Marża operacyjna inna niż GAAP: 28,5%
* Przepływy środków pieniężnych z działalności operacyjnej: 830 mln USD
* Przepływy wolnych środków pieniężnych: 609 mln USD

**-** *Konsekwentnie realizujemy strategię, którą ogłosiliśmy sześć miesięcy temu. Wykorzystujemy skalę naszego biznesu, możliwości rynkowe, podejście skoncentrowane na kliencie oraz wiedzę inżynierską, aby skapitalizować szybko rozwijające się rynki Unified SASE i Security Operations. Równocześnie zdobywamy udziały rynkowe w Secure Networking – powiedział* **Ken Xie, założyciel, prezes i dyrektor generalny Fortinet.** – *Wierzymy, że nasza oferta Unified SASE jest najbardziej kompleksowa w branży. Nasza wiedza z zakresu konwergencji sieci i bezpieczeństwa, historia innowacji w obszarze sztucznej inteligencji oraz wykazywana przez nasz system operacyjny FortiOS zdolność do integracji z innymi produktami, sprawiają, że jesteśmy dobrze przygotowani do objęcia pozycji lidera we wszystkich trzech obszarach. Cieszy nas fakt, że w pierwszym kwartale 2024 zachowaliśmy dużą dyscyplinę finansową, co pozwoliło nam na osiągnięcie lepszych wyników w zakresie marży operacyjnej innej niż GAAP, a także w zakresie przepływów wolnych środków pieniężnych.*
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**Informacja o firmie Fortinet**

Firma [Fortinet](https://www.fortinet.com/) jest czołowym producentem systemów ochronnych i innowatorem przyczyniającym się do ich ewolucji, co umożliwiło stworzenie rozwiązań zapewniających konwergencję funkcji sieciowych i zabezpieczających środowisko IT. Jej misją jest ochrona ludzi, urządzeń i danych, niezależnie od ich miejsca. Obecnie producent zapewnia cyberbezpieczeństwo wszędzie tam, gdzie potrzebują go klienci, dzięki największemu portfolio ponad 50 zintegrowanych ze sobą produktów klasy korporacyjnej. Ponad pół miliona klientów zaufało rozwiązaniom Fortinet, które należą do najczęściej wdrażanych, posiadających najwięcej patentów i najlepiej ocenianych w branży. Instytut szkoleniowy Fortinet ([Fortinet Training Institute](https://training.fortinet.com/)), jeden z największych i najszerszych programów szkoleniowych wśród dostawców rozwiązań ochronnych, gwarantuje, że szkolenia z zakresu cyberbezpieczeństwa oraz nowe możliwości rozwoju kariery są dostępne dla każdego. Natomiast [FortiGuard Labs](https://www.fortinet.com/fortiguard/labs) to elitarny oddział firmy Fortinet, który zajmuje się badaniem i analizą zagrożeń, opracowuje i wykorzystuje wiodące mechanizmy uczenia maszynowego oraz sztucznej inteligencji, aby zapewnić klientom terminową, nieustannie najlepszą ochronę i dostęp do informacji o zagrożeniach. Więcej informacji dostępnych jest na stronie https://www.fortinet.com/, [blogu Fortinet](https://www.fortinet.com/blog) oraz stronie [FortiGuard Labs](https://www.fortinet.com/fortiguard/labs).
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